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_________________________________________________________ 
ABSTRACT- Multicast is the conveyance of data to a gathering of goals at the same time, 

utilizing the most effective system to convey the messages over each connection of the network 

just once, making duplicates just when the connections to the goals split. Multicast routing 

protocols for MANET utilize both multicast and unicast for information transmission. As of late, 

various multicast protocols for specially appointed networks have been proposed. This paper 

proposed to DSR protocol and Minimum Delay Maximum Flow Multicast Algorithm in 

MANET introduction procedure level and their test results are contrasted and Aggressive and 

Defend Based Decisive Routing Algorithm, Adaptive Acknowledgment Scheme Algorithm and 

proposed a Minimum Delay most extreme Flow Multicast Algorithm. The proposed technique id 

given a decent after effect of contrast and existing. 
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1. INTRODUCTION 
 A computer network is an 

interconnected gathering of self-governing 

computers. As of late, there has been huge 

development in the offers of computer and 

mobile computers. In addition, a significant 

number of these little computers work for a 

considerable length of time with battery 

control, clients are allowed to move about 

whenever it might suit them without being 

compelled by wires. In the event that you have 

a mobile device it bode well just on the off 

chance that you are trading the data with 

different hubs. Mobile has, for example, note 

pad computers, highlighting ground-breaking 

CPUs, enormous primary recollections, many 

megabytes of circle space, interactive media 

sound abilities, and shading shows, are 

presently effectively moderate and are ending 

up very normal in each business and 

individual life simultaneously, network 

availability choices for use with mobile hosts 

have expanded drastically, including support 

for a developing number of wireless 

networking items dependent on radio and 

infrared. With this kind of mobile processing 

hardware, there is a characteristic want and 

capacity to share data between mobile clients. 

Regularly, mobile clients will meet under 

conditions that are not unequivocally 

anticipated and in which no association with a 

standard wide territory network, for example, 

web is accessible. Unreasonable because of 

the time or cost required for association these 

sorts of networks of mobile hosts have been 

known as Ad – hoc Networks. A mobile Ad - 
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hoc Network is a network that outcomes from 

the co–usable commitment of a gathering of 

hosts with no concentrated passageway. 

Routing protocols in MANETS are not 

performed by switches, however performed by 

ordinary hosts. The network topology will 

likewise change dynamically as the hosts 

"move" around with in the network thus the 

routing protocol must be adaptable enough to 

guarantee that information gets steered 

effectively and productively. The majority of 

the protocols show their least alluring conduct 

in an exceptionally dynamic topology. This 

has brought about the requirement for new 

routing protocols in MANETS. In some Ad–

hoc Networks, those two has that need to 

convey may not be within the wireless 

transmission scope of one another, however 

could impart if different has between them 

likewise taking an interest in the Ad – hoc 

Network are happy to advance parcels for 

them.  

 
Figure 1: Ad-Hoc Network 

 

Figure 1 mobile host C isn't inside the scope 

of host A‟s wireless transmitter. Also, have 

An isn't inside the scope of host C‟s wireless 

transmitter. On the off chance that An and C 

wish to trade parcels, they may for this 

situation enroll the administrations of host B 

to advance bundles for them, since B is inside 

the cover between A‟s range and C‟s extend. 

There are a few circumstances where such a 

network would be irreplaceable; for the most 

part, in impromptu occasions like cataclysmic 

events and wars, yet additionally in an 

arranged occasion. This kind of network can 

be depicted as a network of mobile devices 

that is made or devastated as required and 

henceforth it is named a mobile specially 

appointed network or MANET. In wireless 

networks, physical connections don't exist and 

a solitary transmission of a bundle will move a 

parcel to numerous hubs inside the 

correspondence scope of a transmitting hub 

simultaneously. The Dynamic Source Routing 

Protocol is a source-directed on-request 

routing protocol. A hub keeps up course stores 

containing the source courses that it knows 

about. The hub refreshes passages in the 

course reserve as and when it finds out about 

new courses. The two noteworthy periods of 

the protocol: Route Discovery and Route 

Maintenance. At the point when the source 

hub needs to send a parcel to a goal, it looks 

into its course store to decide whether it as of 

now contains a course to the goal. In the event 

that it finds that an unexpired course to the 

goal exists, at that point it utilizes this course 

to send the bundle. In any case, in the event 

that the hub does not have such a course, at 

that point it starts the course disclosure 

process by communicating a course demand 

parcel. Each moderate hub checks whether it 

is aware of a course to the goal. In the event 

that it doesn't, it affixss its location to the 

course record of the bundle and advances the 

parcel to its neighbors. A course answer is 

created when either the goal or a middle of the 

road hub with current data about the goal gets 

the course demand parcel. A course demand 

parcel arriving at such a hub as of now 

contains, in its course record, the grouping of 

jumps taken from the source to this hub. DSR 

utilizes two kinds of bundles for course 

upkeep: Route Error parcel and 

Acknowledgments. At the point when a hub 

experiences a lethal transmission issue at its 

information connection layer, it creates a 

Route Error parcel. At the point when a hub 

gets a course mistake bundle, it expels the 

bounce in blunder from it's course reserve. All 

courses that contain the bounce in mistake are 

truncated by then. Affirmation bundles are 

utilized to confirm the right activity of the 

course interfaces. This likewise incorporates 

detached affirmations in which a hub hears the 

following jump sending the bundle along the 

course. The fundamental activity of Dynamic 

Source Routing protocol comprises of two 

tasks. They are Route Discovery and Route 

Maintenance. 

A B C
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2. LITERATURE SURVEY 
[1]. Dr.J.Subash Chandra Bose, U.Akila Devi, 

M.Prasanalaxmi, K.Malathi, K.P.Vinodhini, 

S.Saranya(2014)proposed another plan called 

AACK. Like TWOACK, AACK is an 

affirmation based system layer conspire which 

can be considered as a mix of a plan called 

TACK (indistinguishable to TWOACK) and a 

start to finish affirmation plot called 

ACKnowledge (ACK). Portable Ad hoc 

Network (MANET) is a gathering of versatile 

hubs furnished with both a remote transmitter 

and a beneficiary that speak with one another 

by means of bidirectional remote connections 

either straightforwardly or in a roundabout 

way. Mechanical remote access and control 

through remote systems are winding up 

increasingly more prevalent nowadays. One of 

the significant points of interest of remote 

systems is its capacity to permit information 

correspondence between various gatherings 

and still keep up their versatility. MANET 

takes care of this issue by enabling halfway 

gatherings to hand-off information 

transmissions. [2]R.Jeyaawinothini, B.Leena, 

P.Gnanasundari(2014)proposed for MANET 

accept that every hub in the network is a 

friend and not a vindictive hub. Remote 

networks are constantly favored since the 

main day of their innovation because of their 

regular versatility and adaptability. An ad hoc 

network which is a decentralized kind of 

remote network is being utilized broadly. The 

network is adhoc in light of the fact that it 

doesn't depend on a previous framework 

instead every hub takes an interest in steering 

by sending information for different hubs, so 

the hubs sending information depends on the 

network availability utilized. An ad hoc 

network alludes to set of networks where all 

gadgets have measure up to status on a 

network and are allowed to connect with some 

other ad hoc network gadget in connection go. 

The essential standard behind adhoc 

networking is multi-hop handing-off in which 

messages are sent from the source to goal by 

transferring through the middle of the road 

hops. [3]UshaSakthivel and S. Radha(2011) 

proposed calculations that work alongside the 

802.11 MAC protocol to screen the conduct of 

neighboring hubs by tuning in to the channel, 

explicitly observing parameters like back off 

qualities sent by the hubs. The issue of trouble 

making could happen in the system layer and 

the MAC layer. The propensity of a hub to 

veer off from the acknowledged standard is 

ordered into two classifications, selfish and 

malignant. The previous being a hub which 

regards it not important to advance those 

bundles which are not bound to itself, mainly 

as a result of the avarice with respect to the 

hub to moderate battery control. The second 

sort of getting out of hand hub is the one with 

the express plan to feign the neighbors into 

believing that it is acting appropriately by 

squandering a few assets while really 

deceptive them. [4]Rasika Mali, 

SudhirBagade(2015) proposed recognize 

intrusion in the system an Intrusion Detection 

System (IDS). Portable Ad hoc Network 

named as MANET is accumulation of 

versatile nodes. Versatile nodes can be PDAs, 

laptops and so forth. Each hub in MANET has 

capacity to transmit and get information. Such 

versatile nodes in MANET can speak with one 

another without fixed infrastructure. MANET 

can make its very own self arranging and self 

keeping up system without concentrated 

infrastructure. Basically there are two types of 

MANET: Close and Open In closed MANET, 

every portable hub participate with one 

another for shared objective. Then again in 

open MANET distinctive portable nodes 

having diverse goals share resources and 

henceforth ensure worldwide availability. 

[5]P. Ramesh, H. Abdul Rauf, PhD, C. 

Arunbritto(2015) proposed framework 

comprises of packet dropping detection in 

Mobile Ad Hoc Network and likewise 

decreases the bogus negative rate even in the 

high portability of nodes. The Mobile Adhoc 

Networks are infrastructure less networks that 

convey within the correspondence go. The hub 

not within the transmission extend supporting 

intermediate hub to sending information or 

information, during this time intruder recover 
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this information and changed that information 

and information, this is known as attack. The 

attack classified two sort active attack and 

passive attack. In active attack is altered, 

harm, obliterate and dropping the information 

packet.A Mobile Adhoc Networks (MANETs) 

is a continuously self-configuring, self-

forming infrastructure-less (without Base 

station) network of mobile gadgets joined 

without wires. This outcomes in a profoundly 

unique, self-ruling topology. Mobile Adhoc 

Network has numerous independent mobile 

nodes, in which every one of these nodes 

interconnect with different nodes in the range 

straightforwardly using radio waves.  

 

3. PROPOSED WORK 
3.1 Proposed Minimum Delay Maximum 

Flow (MDMF) Multicast Algorithm 

The proposed Algorithm is a hybrid multicast 

in which the source node sends the Multicast 

Request Packets (MRP) periodically, similar 

to that described in. But our proposed 

Algorithm has a different route request and 

route reply packet format with associated cost 

functions. The Algorithm is divided into two 

phases. The first phase consists of the 

construction of capacity and delay-constrained 

minimum cost paths between the source and 

every destination. At the end of this phase, the 

source node has minimum cost paths. In the 

second phase, a multicast routing tree with 

source as the root is constructed. This tree 

uses the P minimum cost paths produced in 

the first phase. The Algorithm starts with an 

empty tree. The size of the tree grows by 

adding new source destination paths in the 

partially constructed tree. As the nodes join 

the network, the multicast tree is constructed. 

All the receiver nodes join the multicast tree 

by sending the reply packets (RP) to the 

source. 

 

ALGORITHM 

Update the multicast routing table with 

receiver as ri 

else 

Drop the request to join 

end if 

else ifmsg.RP=Leave then 

Call procedure Multicast session Leave(r) 

else 

Wait for the next multicast session with new 

end if 

end while 

End Procedure 

Procedure Multicast Session Leave(r) 

Leaf node informs its parent node to stop 

forwarding data packets to itself 

Multicast tree is broken into several parts 

Employ a local repair scheme 

All the sub trees rooted at the children keep 

current topologies and states 

Delete the entry from the multicast routing 

table for receiver r 

Update the number of paths 

Update the traffic flow TFi
K and CF as above 

End Procedure 

 

4. EXPERIMENTAL RESULTS 

COVERAGE RATIO 
Aggressive & 

Defend Based 

Decisive Routing 

Algorithm 

Adoptive 

Acknowle

dgement 

Scheme 

Proposed 

Minimum Delay 

Maximum Flow 

Multicast 

Algorithm 

20 17.5 26.6 

28.67 23.9 30.56 

33.9 27.1 36.66 

35.2 30.12 38.26 

37.8 32.4 42.14 

Table 1: Comparison table of Coverage 

Ratio 

 

The Comparison table of Coverage Ratio of 

Aggressive & Defend Based Decisive Routing 

Algorithm, Adoptive Acknowledgement 

Scheme and the Proposed Minimum Delay 

Maximum Flow Multicast Algorithm shows 

the different values. While comparing 

Coverage Ratio of Aggressive & Defend 

Based Decisive Routing Algorithm, Adoptive 

Acknowledgement Scheme and the Proposed 

Minimum Delay Maximum Flow Multicast 

Algorithm the Proposed Minimum Delay 

Maximum Flow Multicast Algorithm is better 
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than the other two Algorithms. The 

Aggressive & Defend Based Decisive Routing 

Algorithm value starts from 20 to 37.8, 

Adoptive Acknowledgement Scheme values 

starts from 17.5 to 32.4 and the Proposed 

Minimum Delay Maximum Flow Multicast 

Algorithm values starts from 26.6 to 42.14. 

Every time the Proposed Minimum Delay 

Maximum Flow Multicast Algorithm gives the 

great results. 

 

 
Figure 2: Comparison chart of Coverage 

Ratio 

 

The Comparison chart of Coverage Ratio of 

Aggressive & Defend Based Decisive Routing 

Algorithm, Adoptive Acknowledgement 

Scheme and the Proposed Minimum Delay 

Maximum Flow Multicast Algorithm 

demonstrates the different values. No of nodes 

in x axis and Coverage ratio in y axis. The 

Proposed Minimum Delay Maximum Flow 

Multicast Algorithmis better than the other 

two Algorithms. The Aggressive & Defend 

Based Decisive Routing Algorithm value 

starts from 20 to 37.8, Adoptive 

Acknowledgement Scheme values starts from 

17.5 to 32.4 and the Proposed Minimum 

Delay Maximum Flow Multicast Algorithm 

values starts from 26.6 to 42.14. Every time 

the Proposed Minimum Delay Maximum 

Flow Multicast Algorithm gives the great 

results. 

 

Connectivity Ratio 
Aggressive & 

Defend Based 

Decisive Routing 

Algorithm 

Adoptive 

Acknowle

dgement 

Scheme 

Proposed 

Minimum Delay 

Maximum Flow 

Multicast 

Algorithm 

6.6 3.5 10 

8.56 6.9 13.67 

10.21 8.1 16.9 

12 10.12 17.2 

15.11 13.4 19.8 

Table 2: Comparison table of Connectivity 

Ratio 

 

The Comparison table of Connectivity Ratio 

of Aggressive & Defend Based Decisive 

Routing Algorithm, Adoptive 

Acknowledgement Scheme and the Proposed 

Minimum Delay Maximum Flow Multicast 

Algorithm shows the different values. While 

comparing Coverage Ratio of Aggressive & 

Defend Based Decisive Routing Algorithm, 

Adoptive Acknowledgement Scheme and the 

Proposed Minimum Delay Maximum Flow 

Multicast Algorithm the Proposed Minimum 

Delay Maximum Flow Multicast Algorithmis 

better than the other two Algorithm. The 

Aggressive & Defend Based Decisive Routing 

Algorithm value starts from 6.66 to 15.11, 

Adoptive Acknowledgement Scheme values 

starts from 3.5 to 13.4 and the Proposed 

Minimum Delay Maximum Flow Multicast 

Algorithm values starts from 10 to 19.8. Every 

time the Proposed Minimum Delay Maximum 

Flow Multicast Algorithm gives the great 

results. 

 

 
Figure 3: Comparison chart of Connectivity 

Ratio 
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The Comparison chart of Connectivity Ratioof 

Aggressive & Defend Based Decisive Routing 

Algorithm, Adoptive Acknowledgement 

Scheme and the Proposed Minimum Delay 

Maximum Flow Multicast Algorithm 

demonstrates the different values. No of nodes 

in x axis and Connectivity Ratioin y axis. The 

Proposed Minimum Delay Maximum Flow 

Multicast Algorithmis better than the other 

two Algorithms. The Aggressive & Defend 

Based Decisive Routing Algorithm value 

starts from 6.66 to 15.11, Adoptive 

Acknowledgement Scheme values starts from 

3.5 to 13.4 and the Proposed Minimum Delay 

Maximum Flow Multicast Algorithm values 

starts from 10 to 19.8. Every time the 

Proposed Minimum Delay Maximum Flow 

Multicast Algorithm gives the great results. 

 

Coverage Redundancy Ratio 
Aggressive & 

Defend Based 

Decisive Routing 

Algorithm 

Adoptive 

Acknowle

dgement 

Scheme 

Proposed 

Minimum Delay 

Maximum Flow 

Multicast 

Algorithm 

3.2 5.2 1.2 

5.7 8.1 2.9 

6.8 10.3 3.7 

8.2 12.4 5.1 

10 13.9 6.5 

Table 3: Comparison table of Coverage 

Redundancy Ratio 

 

The Comparison table of Coverage 

Redundancy Ratioof Aggressive & Defend 

Based Decisive Routing Algorithm, Adoptive 

Acknowledgement Scheme and the Proposed 

Minimum Delay Maximum Flow Multicast 

Algorithm shows the different values. While 

comparing Coverage Ratio of Aggressive & 

Defend Based Decisive Routing Algorithm, 

Adoptive Acknowledgement Scheme and the 

Proposed Minimum Delay Maximum Flow 

Multicast Algorithm the Proposed Minimum 

Delay Maximum Flow Multicast Algorithm is 

better than the other two Algorithms. The 

Aggressive & Defend Based Decisive Routing 

Algorithm value starts from 3.2 to 10, 

Adoptive Acknowledgement Scheme values 

starts from 5.2 to 13.9 and the Proposed 

Minimum Delay Maximum Flow Multicast 

Algorithm values starts from 1.2 to 6.5. Every 

time the Proposed Minimum Delay Maximum 

Flow Multicast Algorithm gives the better 

results. 

 

 
Figure 4: Comparison chart of Coverage 

Redundancy Ratio 

 

The Comparison chart of Coverage 

Redundancy Ratioof Aggressive & Defend 

Based Decisive Routing Algorithm, Adoptive 

Acknowledgement Scheme and the Proposed 

Minimum Delay Maximum Flow Multicast 

Algorithm demonstrates the different values. 

No of nodes in x axis and Coverage 

Redundancy Ratioin y axis. The Proposed 

Minimum Delay Maximum Flow Multicast 

Algorithmis better than the other two 

Algorithms. The Aggressive & Defend Based 

Decisive Routing Algorithm value starts from 

3.2 to 10, Adoptive Acknowledgement 

Scheme values starts from 5.2 to 13.9 and the 

Proposed Minimum Delay Maximum Flow 

Multicast Algorithm values starts from 1.2 to 

6.5. Every time the Proposed Minimum Delay 

Maximum Flow Multicast Algorithm gives the 

better results. 

 



IJCSET – Volume 6, Issue 1 JANUARY 2020.                 ISSN: 2455-9091                              Pages: 1-10 

Neighbor Covered Ratio 
Aggressive & 

Defend Based 

Decisive Routing 

Algorithm 

Adoptive 

Acknowledge

ment Scheme 

Proposed 

Minimum 

Delay 

Maximum 

Flow Multicast 

Algorithm 

5.2 3.5 6.6 

8.1 6.9 8.56 

10.3 8.1 10.21 

11.4 10.12 12 

13.9 13.4 15.11 

Table 4: Comparison table of Neighbor 

Covered Ratio 

 

The Comparison table of Neighbor Covered 

Ratio of Aggressive & Defend Based Decisive 

Routing Algorithm, Adoptive 

Acknowledgement Scheme and the Proposed 

Minimum Delay Maximum Flow Multicast 

Algorithm shows the different values. While 

comparing Coverage Ratio of Aggressive & 

Defend Based Decisive Routing Algorithm, 

Adoptive Acknowledgement Scheme and the 

Proposed Minimum Delay Maximum Flow 

Multicast Algorithm the Proposed Minimum 

Delay Maximum Flow Multicast Algorithmis 

better than the other two Algorithms. The 

Aggressive & Defend Based Decisive Routing 

Algorithm value starts from 5.2 to 13.9, 

Adoptive Acknowledgement Scheme values 

starts from 3.5 to 13.4 and the Proposed 

Minimum Delay Maximum Flow Multicast 

Algorithm values starts from 6.6 to 15.11. 

Every time the Proposed Minimum Delay 

Maximum Flow Multicast Algorithm gives the 

great results. 

 

 
Figure 5: Comparison chart of Neighbor 

Covered Ratio 

The Comparison chart of Neighbor Covered 

Ratio of Aggressive & Defend Based Decisive 

Routing Algorithm, Adoptive 

Acknowledgement Scheme and the Proposed 

Minimum Delay Maximum Flow Multicast 

Algorithm demonstrates the different values. 

No of nodes in x axis and Neighbor Covered 

Ratio in y axis. The Proposed Minimum Delay 

Maximum Flow Multicast Algorithmis better 

than the other two Algorithms. The 

Aggressive & Defend Based Decisive Routing 

Algorithm value starts from 5.2 to 13.9, 

Adoptive Acknowledgement Scheme values 

starts from 3.5 to 13.4 and the Proposed 

Minimum Delay Maximum Flow Multicast 

Algorithm values starts from 6.6 to 15.11. 

Every time the Proposed Minimum Delay 

Maximum Flow Multicast Algorithm gives the 

great results. 

 

CONCLUSION 
 The Dynamic Source Routing protocol 

(DSR) gives fantastic execution to routing in 

multi-jump wireless specially appointed 

networks. In this Paper, proposed the 

guideline components of Route Discovery and 

Route Maintenance utilized by DSR, and has 

indicated how they empower wireless mobile 

hubs to consequently shape a totally 

selforganizing and self-arranging network 

among themselves. Further upgrades to the 

exhibition of DSR, for instance to enable 

scaling to enormous networks, and the 

expansion of new highlights to the protocol, 

for example, multicast routing. The MDMF 

Algorithm develops trees with minimal 

number of transmissions when contrasted and 

other multicast routing Algorithms, for 

example, Hydra, on interest multicasting and 

half and half QoS. The exhibition of the 

proposed plan is assessed utilizing different 

measurements, for example, multicast 

gathering size, number of transmissions, 

bundle conveyance portion, idleness and 

throughput. The outcomes got demonstrate 

that the proposed MDMF Algorithm has a 

lesser number of retransmission, high parcel 
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conveyance portion, high throughput and low 

multicast inactivity. 
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