
IJCSET – Volume 2, Issue 4 NOVEMBER 2016. ISSN: 2455-9091                        Pages: 7-14

A SURVEY ON CLOUD COMPUTING SECURITY ISSUES
1 M. Sasikala, 2 Dr. v. Anuratha

1 Research Scholar (PT), 2 Professor & Head,
1 Department of Computer Science, 2 PG Department of Computer Science,

1, 2 Sree Saraswathi Thyagaraja College, Pollachi
________________________________________________________
ABSTRACT: While cloud computing is picking up prevalence, assorted security and
protection issues are rising that block the quick reception of this new computing worldview.
Furthermore, the improvement of cautious arrangements is lingering behind. To guarantee a safe
and reliable cloud environment it is fundamental to distinguish the impediments of existing
arrangements and imagine headings for future research. In this paper, we have reviewed basic
security and protection challenges in cloud computing, arranged different existing arrangements,
looked at their qualities and constraints, and imagined future research headings.
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1. INTRODUCTION
Cloud computing is only Internet computing
by and large the web is viewed as set of
clouds; in this manner the word cloud
computing can be characterized as using the
web to give innovation empowered services to
the general population and associations. Cloud
computing is new utility of this period, which
numerous undertakings needs to consolidate
with the end goal to enhance their method for
working. It suggests sharing of computing
resources to deal with applications. Cloud
computing offers decreased capital
consumption, operational dangers,
multifaceted nature and support, and expanded
versatility while giving services at various
deliberation levels, to be specific Software-as-
a-Service (SaaS), Platform-as-a-Service
(PaaS), and Infrastructure-as-a-Service (IaaS).
It is utilized in buyer arranged applications,
for example, money related portfolios
conveying customized data, or influence vivid

PC amusements. It is a compensation as
examine sort of administration, consequently
has turned out to be extremely well known in
less time. To obviously comprehend the cloud
security issues, we first need to comprehend
the compound security challenges complety.
In particular, we have to: (I) research different
cloud security characteristics including
vulnerabilities, dangers, dangers, and assault
models; (ii) distinguish the security necessities
including protection, uprightness,
accessibility, straightforwardness, and so
forth.; (iii) recognize the included gatherings
(customers, benefit provides, pariahs, insiders)
and the job of each gathering in the assault
barrier cycle; and (iv) comprehend the effect
of security on different cloud sending models
(open, network, private, crossover). The
primary commitment of this paper is that it
provides an all encompassinginvestigation of
the security issues in the clouds that cover all
the cloud segments (data focuses, computing
infrastructure, interfacing and organizing, and
so on.), arrange layers (application,
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transportation, IP, and so on.), and cloud
partners (suppliers, shoppers, outsider
temporary workers, and so on.). In this paper,
we give a far reaching review on the cloud
security and protection worries that includes:
(I) cloud computing security issues
(vulnerabilities, dangers, and assaults); (ii)
assault groupings; (iii) relations and
conditions among assaults; (iv) known
assaults; (v) near investigation of some of
surely understood countermeasures; (vi)
experiences from the present security answers
for recognize and address unattended security
challenges.

Figure 1: Cloud Computing
Based on services given Cloud Computing are
classified in three different ways: SaaS
(Software as a Service) which provides
software as services as per their need, here
customer can utilize services that are
facilitated on cloud server.SaaS removes the
association's have to establishment taking care
of, setting and keeping up. Case of SaaS
arrangement is Google+, gmail. Normal and
mainstream case of CRM (Customer
Relationship Management) SaaS application is
Salesforce. PaaS (Platform as Services) give
platform access to customers that empowers
customer to put their redone software and
applications on cloud.PaaS underpins the
offices of application advancement,
application organization, testing and
furthermore bolsters facilitating of web
applications. Programming dialects and
advancement environment are upheld by it.
Case of PaaS is Microsoft Azure and Heroku.
IaaS (Infrastructure as Services) provides

storage, organize limit and other essential
computing resources. IaaS provides equipment
related services utilizing guideline of Cloud
Computing. It is wonder of on interest
services of cloud computing. IaaS suppliers
give space to virtual datacenters and every one
of the utilities to keep up cloud server and
storage. Case of IaaS is Amazon and VMware.

2. LITERATURE SURVEY
1. Rajarshi Roy Chowdhury (2014)

proposed distinguished real security dangers
and issues those are have to consider amid
sending and improvement of services in cloud
and the path how to moderate those security
dangers and issues. Cloud computing came
about because of the combination of Grid
computing innovation. In a mid 1990s,
superior PCs were interconnected by means of
quick data correspondence connect to help
mind boggling and logical count. Matrix
computing characterizes – an equipment and
software infrastructure that provides
predictable, unavoidable and economical
access to top of the line computational offices
over communicational system. Cloud
execution is influenced because of security
issues. Thusly, specialist co-ops are in charge
of good consideration of security in
frameworks and data. Administration
administrations and administrations are upheld
a few strategies and systems to beat such
issues, for instance: virtualization, verification
instruments and cryptography procedures, yet
those innovations and techniques have a few
vulnerabilities in the condition of
workmanship executions "[7]". To
examination and recognize suitable security
dangers are indispensable, expect execution
scope for observing and reviewing in cloud
environment. To comprehend and moderate
security dangers and issues are essential
advance forward for anchoring cloud
computing. Whenever data, web applications
and services are being facilitated in cloud
environment by specialist organizations,
control of these are no longer in their grasp to
oversee; here likewise emerge a few issues
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about free of control to anchor data and other.
Cloud computing administration models are
SaaS, PaaS and IaaS, which provides software
as an administration, platform as a services
and infrastructure as a support of end clients
or clients. Thus, specialist organizations are
not have the capacity to take care just piece of
it, instead of all in all to give secure
environment.
2. Monjur Ahmed and Mohammad Ashraf
Hossain (2014) proposed on the cloud
computing ideas and additionally security
issues characteristic inside the setting of cloud
computing and cloud infrastructure. Lately,
the cloud has developed in two wide
viewpoints – to lease the infrastructure in
cloud, or to lease a particular administration in
the cloud. Where the previous one manages
the equipment and software utilization on the
cloud, the later one is limited just with the
'delicate' items or services from the cloud
administration and infrastructure suppliers.
The computing scene has been presented with
various phrasings like SaaS (Software as a
Service), PaaS (Platform as a Service) and
IaaS (Infrastructure as a Service) with the
advancement of cloud computing. As talked
about before, the term 'cloud computing' is
somewhat an idea, so are the wordings to
characterize distinctive mixes of cloud
computing. He security challenges for cloud
computing approach are to some degree
dynamic and huge. Data area is a critical
factor in cloud computing security. Area
straightforwardness is one of the conspicuous
adaptabilities for cloud computing, which is a
security danger in the meantime – without
knowing the particular area of data storage,
the arrangement of data assurance represent
some locale may be seriously influenced and
damaged. Cloud clients' close to home data
security is in this way an essential worry in a
cloud computing environment. As far as
clients' close to home or business data
security, the vital strategies of the cloud
suppliers are of most astounding criticalness
as the specialized security exclusively isn't
satisfactory to address the issue. Trust is

another issue which raises security worries to
utilize cloud benefit for the reason that it is
straightforwardly identified with the
believability and realness of the cloud
specialist co-ops. Trust foundation may turn
into the way to set up a fruitful cloud
computing environment. The arrangement of
trust demonstrate is basic in cloud computing
as this is a typical intrigue region for all
partners for some random cloud computing
situation. Trust in cloud may be subject to
various variables among which some are
mechanization administration, human
elements, procedures and arrangements. Trust
in cloud is anything but a specialized security
issue, yet it is the most compelling delicate
factor that is driven by security issues natural
in cloud computing all things considered. A
wide range of assaults that are pertinent to a
PC organize and the data in travel similarly
applies to cloud based services – a few
dangers in this classification are man-in-the-
center assault, phishing, listening stealthily,
sniffing and other comparative assaults. DDoS
(Distributed Denial of Service) assault is one
regular yet significant assault for cloud
computing infrastructure.
3. Sultan Aldossary, William Allen (2016)
proposed e issues that are keeping individuals
from embracing the cloud and give an
overview on arrangements that have been
done to limit dangers of these issues. In cloud
computing, security is a wide theme. It is a
blend of advances, controls to shield the data,
and arrangements to ensure the data, services,
and infrastructure. This blend is an objective
of conceivable assaults. Along these lines,
there are new security necessities in the cloud
contrasted with customary environments.
Customary security design is broken on the
grounds that the client does not possess the
infrastructure any more. Likewise, the general
security cloud-based framework is equivalent
to the security of the weakest element. By
redistributing, clients lose their physical
command over data when it is put away in a
remote server and they delegate their control
to an un confided in cloud supplier or
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gathering. Despite intense and dependable
server contrasted with customer preparing
force and dependability, there are numerous
dangers confronting the cloud from a pariah as
well as from an insider which can use cloud
vulnerabilities to do hurt. These dangers may
risk data classification, data respectability, and
data accessibility. Some un believed suppliers
could conceal data ruptures to spare their
notorieties or free some space by erasing the
less utilized or gotten to data. Cloud
computing is confronting a considerable
measure of issues. : data misfortune, data
breaks, malignant insiders, shaky interfaces
and APIs, record or Service capturing, data
area, and disavowal of Service. Virtualization
is an essential part of cloud computing.
Presently it is getting more consideration from
scholastic and mechanical networks.
Virtualization implies division of fundamental
equipment resources from given resources. By
utilizing virtualization, at least two working
frameworks may keep running in the single
machine with each having its own resources
There are two customary methods for
demonstrating the honesty of data re-
appropriated in a remote server. Checking the
respectability of data can be by a customer or
by an outsider. The first is downloading the
record and afterward checking the hash
esteem. Along these lines, a message
verification code calculation is utilized.
Macintosh algorithms take two information
sources, which are a mystery key and variable
length of data, which create one yield, which
is a MAC (tag). Along these lines this
calculation is kept running on the customer
side. In the wake of getting a MAC, the data
proprietor redistributes those data to the cloud.
For checking its respectability, the data
proprietor downloads the redistributed data
and after that ascertains the MAC for it and
contrasts it and the one computed before re-
appropriating that data. By utilizing this
strategy coincidental and purposeful changes
will be recognized. Additionally, by utilizing
the key, the credibility of data will be secured
and just the person who has the key can check

the data legitimacy and respectability. For a
vast document, downloading and figuring the
MAC of the record is a staggering procedure
and takes a great deal of time. Likewise, it
isn't viable since it expends more data
transmission. In this way, there is a
requirement for utilizing a lighter method,
which is ascertaining the hashing esteem. The
second one is to register that hash an incentive
in the cloud by utilizing a hash tree. In this
method, the hash tree is worked from base to
top where the leaves are the data and
guardians are likewise hashed together until
the point that the root is come to. The
proprietor of data just stores the root. At the
point when the proprietor needs to check his
data, he requests simply root esteem and
contrasts it and the one he has. This is
additionally to some degree isn't down to earth
since computing the hash estimation of an
immense number of qualities expends more
calculation. Here and there, when the given
administration is only storage without
calculation, the client download the document,
the equivalent as in the main case, or send it to
outsider, which will expend more data transfer
capacity. Subsequently, there is a need to
figure out how to check data uprightness while
sparing transmission capacity and calculation
control. Remote data reviewing, by which the
data honesty or rightness of remotely put away
data is researched, has been given more
consideration as of late.
4. Ankur Pandey, Kirtee Shevade,
RoopaliSoni (2012) on security in Cloud
Computing by validating a Blob by some
protected calculation like HMAC for a record.
In Windows Azure framework Blobs is the
among the least difficult storage system
accessible. Mass stores the document in
twofold configuration that is the reason they
are named as double substantial protest.
Masses are additionally arranged in two kinds
page Blobs and square Blobs, we will utilize
square Blobs in our examination. Steaming is
the reason why these square Blobs are
designed and perused compose is the reason
why the page Blobs were designed. The
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greatest size of square Blobs is 200 GB and
that of page Blobs is 1 TB. Masses are use to
store pictures and recordings where as in our
nearby framework we would have put away
them in the documents of some organizer. In
Azure System Blobs are put away in
Containers. There can be any number of
holders in a Windows Azure record. The
consents that can be given to Blobs are open
perused or private and this entrance is done at
holder level. The extent of metadata that a
holder can have is up to 8 KB. The most
extreme size of each Blob is up to 1 TB. Each
mass is duplicated least multiple times for the
reason of adaptability and insurance of data.
There are hot masses likewise who are served
from various servers. The Development
storage Blobs can serve just 2 GB of data
however an ordinary Blob can store 1 TB of
data. Show FOR DATA STORAGE IN BLOB
There are four parts in Blob Storage
demonstrate and these segments are as per the
following: a. Storage account b. Holders c.
Masses d. Squares or pages. a holder as an
organizer holding a few records and these
documents are Blobs. These Blobs contains at
least one Blocks or pages of data An
application can be designed for transferring
and afterward getting to the Blob. In Blobs we
can store our data. Be that as it may, this data
isn't anchor since it is open and anybody can
get to it. On the off chance that we need to
permit that specific individual should just
access that data then some security instrument
ought to be executed in that application.
5. Ramgovind S, Eloff MM, Smith E (2010)
give a general security point of view of Cloud
computing with the mean to feature the
security worries that ought to be legitimately
tended to and figured out how to understand
the maximum capacity of Cloud computing In
request to viably oversee and control the
utilization of cloud innovation in an
association, business and key leaders need
regardless surveying the potential effect of
Cloud computing on their focused edge.
Furthermore, business basic security inquiries
of actualizing cloud advancements will then

should be assessed. How the association will
manage new and current Cloud consistence
dangers. This will manage the potential effect
which Cloud computing may have on the
business concerning administration and
enactment. How Cloud computing may
influence the association as far as its business
knowledge and licensed innovation by
possibly impacting its market separation. In
setting up a Cloud structure that particularly
addresses, associations' data security, senior
experts and administration may hope to adjust
and consolidate current data insurance, trust
and protection arrangements in defining a far
reaching set of Cloud computing rules.
Building up a general business Cloud
computing strategy that features the
associations position on data security. Oversee
the establishment and correspondence of
Cloud computing when IT choices are made.
Use of current IT review and TAX forms with
the in installing cloud security revelation and
Cloud review rehearses. Despite the fact that
Cloud computing can be viewed as another
wonder which is set to alter the manner in
which we utilize the Internet, there is a lot to
be wary about. There are numerous new
advances rising at a fast rate, each with
innovative headways and with the capability
of making human's lives less demanding.
Anyway one must be exceptionally mindful so
as to comprehend the impediments and
security dangers presented in using these
innovations. Cloud computing is no special
case.
6. Nabeel Zanoon (2015) proposed he
connection among execution and security will
be inspected to know the degree of their effect
on the advancement of cloud computing. The
component of activity of cloud computing is
on-request self-benefit. One can get to the
cloud through various gadgets, for example,
cellular's, PCs and workstations, where asset
pooling is directed by utilizing a multi-
occupant demonstrate, however the clients
can't know where the accessible resources are.
The cloud provides resources in an adaptable
and quick way in accordance with shopper
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request and keeping in mind that giving
resources the cloud tracks the administration
estimation. The controlled cloud computing
resources can be estimated, and
straightforwardness can be accommodated
both the specialist organization and the
shopper of the administration utilized. Cloud
computing services utilize estimation abilities
that empower control and ideal utilization of
resources. Security in the cloud computing is a
profoundly touchy and critical factor, on the
grounds that the cloud manages delicate and
secret data in the cloud data focuses. Along
these lines, insurance and respectability of the
data is the obligation of suppliers of cloud
services. Security and the security of cloud
computing rely upon the cloud specialist co-
op to put solid security controls and the
strategy of sound protection to ensure the data
of its clients. This is on the grounds that
clients require certainty and
straightforwardness as far as execution and
security [19]. The cloud suppliers offer
services to a few associations situated in a
similar system, which stipends access to the
data without authorization by another
association working in a similar field of cloud
data focuses. Notwithstanding that, physical
security Judgments from the cloud specialist
organization are respected a wellspring of
concern. Cloud computing provides services
to clients through specialist co-ops; the client
presents an administration ask for, where the
specialist co-op reacts by giving the
administration. Be that as it may, this
procedure depends on an understanding
between the two gatherings, in the light of
which contact and making use are made. This
understanding is called Service Level
Agreement (SLA). In addition, there are other
unavoidable issues between the client and the
specialist co-op, for example, security and
execution of the administration which are
factors that influence the acknowledgment of
the client to make utilization of cloud services.
7. KireJakimoski (2016) ptoposed examine
and assess the most critical security strategies
for data insurance in cloud computing. We

will specify now the most essential proposals
with the end goal to have anchored cloud
environment. One of the proposals is a cloud
purchaser to be guaranteed that proficient
administration, hazard and consistence forms
exist. This implies security controls must exist
in cloud computing like those utilized in
customary IT frameworks. Anyway, cloud
computing may have distinctive dangers to an
association than conventional IT
arrangements. Along these lines, when the
association utilizes cloud computing, it is
imperative customers to appreciate the level or
hazard resilience. Data Protection in the Cloud
Protection of data in the cloud is best expert
when we have a blend of encryption, data
misfortune counteractive action strategies,
trustworthiness assurance, validation, and
approval systems. Whenever sellers and
ventures utilize cryptographic algorithms, it is
critical these algorithms to be notable as
recognized by NIST. It is additionally
valuable to have re-assessment on a yearly
premise of the algorithms and keys that are
used with the end goal to be guaranteed about
the quality of the assurance. Appropriate
Usage of Administrative Privileges The
association that includes cloud computing
ought to limit managerial benefits and just to
use authoritative records when they are
required. Mechanized instruments ought to be
utilized to stock every single managerial
record and approve that every client that has
regulatory benefits on PCs, desktops, and
servers is approved by senior official. Every
single authoritative secret phrase ought to be
mind boggling including numbers, letters and
extraordinary characters intermixed, without
lexicon words in the secret key. Remote
Access Control of the Data Organization that
is utilizing cloud computing and have remote
network(s) should utilize business remote
instruments for examining, location and
disclosure and business remote interruption
discovery frameworks. The security official
from the association ought to frequently catch
remote activity from the outskirts of an office
and use business and free investigation
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apparatuses to determine whether the remote
movement was exchanged utilizing the
encryption that the association approves or
some weaker conventions. In this setting the
security authorities ought to likewise utilize
remote administration devices on the wired
piece of the system with the end goal to
separate data about the remote potential and
gadgets associated with the frameworks that
are overseen.
8. Pradeep Kumar Tiwari , Dr. Bharat
Mishra (2012) proposed security dangers and
worries in cloud computing and illuminated
advances that an undertaking can go out on a
limb and ensure their resources. The world's
driving data innovation research and warning
organization, has recognized seven security
worries that a venture cloud computing client
should address with cloud computing
suppliers (Edwards, 2009) preceding
receiving: User Access. Approach suppliers
for particular data on the contracting and
oversight of favored heads and the powers
over their entrance to data. Real Companies
should request and implement their very own
employing criteria for staff that will Operate
beneficiary cloud computing environments.
Administrative Compliance. Ensure your
supplier will submit to outside Audits and
security affirmations. Data area. Ventures
ought to necessitate that the cloud computing
supplier store and process data in particular
locales and ought to comply with the
protection standards of those Jurisdictions
Data Segregation. Discover what is done to
isolate your data, and request confirmation
that encryption plans are sent and are
compelling. Calamity Recovery Verification.
Comprehend what will occur if fiasco strikes
by asking whether your supplier will have the
capacity to totally reestablish your data and
administration, and discover to what extent it
will take. Fiasco Recovery. Approach the
supplier for a legally binding pledge to help
particular sorts of examinations, for example,
the exploration engaged with the disclosure
period of a claim, and confirm that the
supplier has effectively bolstered such

exercises previously. Without proof, don't
accept that it can do as such. Long haul
Viability. Ask imminent suppliers how you
would recover your data if they somehow
managed to come up short or be gained, and
see whether the data would be in an
organization that you could without much of a
stretch import into a substitution application.
Discover Key Cloud Provider First
arrangement is of finding the correct cloud
supplier. Diverse merchants have distinctive
cloud IT security and data administration. A
cloud seller should be settled, have
involvement, measures and control. So there
isn't any shot of cloud seller shutting. Clear
Contract with cloud seller ought to be clear.
So if cloud seller closes before contract,
venture can guarantee. Recuperation Facilities
Cloud sellers ought to give great recuperation
offices. Along these lines, if data are divided
or lost because of specific issues, they can be
recuperated and congruity of data can be
overseen. Better Enterprise Infrastructure
Enterprise must have infrastructure which
encourages establishment and setup of
equipment segments, for example, firewalls,
switches, servers, intermediary servers and
software, for example, working framework,
thin customers, and so forth. Likewise ought
to have infrastructure which keeps from
digital assaults. Utilization of Data Encryption
for security reason Developers ought to build
up the application which provides encoded
data for the security. So extra security from
big business isn't required and all security
troubles are put on cloud merchant.

CONCLUSION
Security and protection related

research are quickly considered in this
investigation. In spite of the fact that cloud
computing have numerous focal points yet it
has an imperative of security dangers. There
ought to be shared comprehension between
specialist co-op and customer for guaranteeing
the security and wellbeing of cloud. Approach
identified with Security examination and
hazard investigation will help specialist co-ops
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for guaranteeing buyer about security of data.
In this paper we talk about a diagram of cloud
computing innovation and system for breaking
down security issues. We additionally
examine about the traits for security. We
address the different security assaults and
answers for conquered security dangers. We
likewise conscious about arrangement ways to
deal with give better security.

REFERENCES
[1]. Rajarshi Roy Chowdhury, “Security in
Cloud Computing”, International Journal of
Computer Applications (0975 – 8887) Volume
96– No.15, June 2014.
[2]. Monjur Ahmed and Mohammad Ashraf
Hossain, “CLOUD COMPUTING AND
SECURITY ISSUES IN THE CLOUD”,
International Journal of Network Security &
Its Applications (IJNSA), Vol.6, No.1,
January 2014.
[3]. Sultan Aldossary, William Allen, “Data
Security, Privacy, Availability and Integrity in
Cloud Computing: Issues and Current
Solutions”, (IJACSA) International Journal of
Advanced Computer Science and
Applications, Vol. 7, No. 4, 2016.
[4]. AnkurPandey,KirteeShevade,
RoopaliSoni, “Application Level Security in
Cloud Computing”, International Journal of
Computer Science and Information
Technologies, Vol. 3 (6), 2012,5369-5373.
[5]. Ramgovind S, Eloff MM, Smith E, “The
Management of Security in Cloud
Computing”, 978-1-4244-5494-5/10/$26.00
©2010 IEEE.
[6]. NabeelZanoon, “TOWARD CLOUD
COMPUTING: SECURITY AND
PERFORMANCE”, International Journal on
Cloud Computing: Services and Architecture
(IJCCSA) ,Vol. 5,No. 5/6, December 2015.
[7]. KireJakimoski, “Security Techniques for
Data Protection in Cloud Computing”,
International Journal of Grid and Distributed
Computing Vol. 9, No. 1 (2016), pp.49-56.
[8]. Pradeep Kumar Tiwari , Dr. Bharat
Mishra, “Cloud Computing Security Issues,
Challenges and Solution”, International

Journal of Emerging Technology and
Advanced Engineering.
[9]. Kevin Hamlen, Murat Kantarcioglu,
Latifur Khan, BhavaniThuraisingham,
“Security Issues for Cloud Computing”,
International Journal of Information Security
and Privacy, 4(2), 39-51, April-June 2010 39.
[10]. MAHESH B, “DATA SECURITY AND
SECURITY CONTROLS IN CLOUD
COMPUTING”, International Journal of
Advances in Electronics and Computer
Science, ISSN: 2393-2835.
[11]. Conway, Gerry. "Introduction to Cloud
Computing." (2011).
[12]. Luo, Jun-Zhou, et al. "Cloud computing:
architecture and key technologies."Journal of
China Institute of Communications 32.7
(2011): 3-21.
[13]. Wang, Qian, et al. "Enabling public
auditability and data dynamics for storage
security in cloud computing." Parallel and
Distributed Systems, IEEE Transactions on
22.5 (2011): 847-859.
[14]. Wang, Cong, et al. "Privacy-preserving
public auditing for secure cloud storage."
Computers, IEEE Transactions on 62.2
(2013): 362-375.


